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ISO 27001:2022

11 new controls
introduced

A new and improved version of ISO/IEC 27001 has 

just been published to address global cybersecurity 

challenges and improve digital trust. 

The world’s best-known standard on information security management 

helps organisations secure their information assets – which is vital in 

today’s increasingly digital world. 

We’ve summarised some of the fundamental changes to the standard 

below to help organisations identify the key areas they need to review 

to either achieve re-certification if they already hold ISO 27001: 2013 or 

acquire brand new certification against the new ISO 27001: 2022 version.

We’ve been helping organisations achieve ISO 27001 certification since 

2005 and have a 100% success rate for clients achieving certification using 

our ‘Assured Results Method’ on our platform. 

Contact us for a demo and unlock your compliance advantage today!

1 0 0 %  S U C C E S S  R A T E  W I T H  I S M S . O N L I N E

We’ve been helping organisations achieve compliance since 2005 and 

have a 100% success rate for clients achieving ISO 27001 certification 

using our ‘Assured Results Method’ on our platform. 

Contact us for a demo and unlock your compliance advantage today!

Book your demo

S U M M A R Y  O F  C H A N G E S

https://www.isms.online/book-a-demo/


We are already helping companies with ISO 27001: 2022 

and recommend starting your certification now. However, 

it’s important to know that it won’t become applicable 

for around six months, and ISO 27001: 2013 won’t be 

retired for three years. 

We have everything you need to implement an ISO 27001-compliant ISMS and 

achieve certification to the standard. We’re ready to support you, from helping 

you understand the changes to checking the impact on your organization, 

implementing, and finally transitioning your certification.

Update your ‘Risk 

Treatment Plan’ 

to align it with the 

new structure and 

numbering of controls.

Review and update 

your Statement of 

Applicability.

Review and update 

your ISMS Management 

review procedure.

Review and update your 

information security 

objectives and the monitoring, 

measurement, analysis and 

evaluation procedure.

Review and 

update your ISMS 

Communication Plan.

Review and update 

other policies, standards 

and procedures  

(where applicable).

Evaluate your third-

party security tools 

to ensure how you 

are demonstrating 

compliance supports 

the new requirements.

A C H I E V I N G  I S O  2 7 0 0 1 : 2 0 2 2
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We’ll show you how 
simple it can be

Book your free demo

Book a demo with our team and 

see our platform in action, tailored 

to your business needs.

https://www.isms.online/book-a-demo/

